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Abstract. We present a variant of the Nierderreiter code-based cryptosystem that allows
to reduce the public key with respect to other alternatives code-based PKC such as the
McEliece and the Nierderreiter cryptosystem. As opposed to the classical Nierderreiter
cryptosystem, where block codes are used, we propose the use of parity check matrices of
convolutional codes to be part of the public key. The secret key is constituted by the parity
check of a Generalized Reed-Solomon code and two invertible polynomial matrices. In this
scheme the plaintext is divided into a sequence of shorter messages and encrypted sequen-
tially. We analyze ISD and structural attacks and conclude presenting several examples
for different security levels.
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